Introduction




[image: image6.jpg]


 

	Exchange 2000 Internals                                          Installation and SETUP 

                                                                  Version 1.3


Compiled by:

Paul Bowden, Program Manager

Microsoft Exchange Server Product Unit
© 2000 Microsoft Corporation. All rights reserved.

The information contained in this White Paper represents the current view of Microsoft Corporation on the issues discussed as of the date of publication. Because Microsoft must respond to changing market conditions, it should not be interpreted to be a commitment on the part of Microsoft, and Microsoft cannot guarantee the accuracy of any information presented after the date of publication.

This White Paper is for informational purposes only. MICROSOFT MAKES NO WARRANTIES, EXPRESS OR IMPLIED, IN THIS DOCUMENT.

BackOffice logo, Microsoft, Win32, Windows, and Windows NT are either registered trademarks or trademarks of Microsoft Corporation in the United States and/or other countries. Other product or company names mentioned herein may be the trademarks of their respective owners.

Microsoft Corporation • One Microsoft Way • Redmond, WA 98052-6399 • USA
Contents

iiContents


4Introduction


4Planning


4Quick Start…Integrating with Exchange Server 5.5


4Preparing your Exchange 5.5 Organization


4Preparing your Active Directory


5Preparing and Installing the Exchange 2000 server


5Quick Start…New Exchange 2000 Organization


5Preparing your Active Directory


5Preparing and Installing the Exchange 2000 server


6In-depth Installation Details


6DNS and Name Resolution


7Remove invalid characters from the Organization and/or Site display names


8Set permissions so that the Exchange 2000 can be installed into the first Site


8Identify Exchange 5.5 connectors that have a locally scoped address space


9Using NTDSNoMatch


10Removing ‘zombie’ access control entries


10Install Windows 2000 Service Pack 1 + hotfixes on all DC/GC servers


10Ensure that at least one domain in the forest is in native mode


10Extend the AD schema with the ADC schema extensions (SETUP /SchemaOnly)


12Wait for the ADC schema extensions to replicate


12Install the first instance of the ADC service


12Prepare the Forest with SETUP /ForestPrep


14Wait for the Exchange 2000 schema extensions to replicate


14Check /DomainPrep pre-requisites


15Prepare each domain with SETUP /DomainPrep


15Wait for /DomainPrep replication


16Test /DomainPrep policy replication


16ADC Connection Agreements


17Check that all Connection Agreements have replicated


17Using NLTEST


18Run SETUP


18SETUP command-line switches


19SETUP Stages


20SETUP – What really happens?


20SETUP.EXE Initialization


20Component selection and installation


24Unattended Installs


24Not supported for unattended mode


24Supported for unattended mode


25Trouble-shooting SETUP failures


28Knowledge Base Articles


28Useful knowledge base articles for ADC SETUP


28Useful knowledge base articles for Exchange 2000 SETUP


28Useful articles for Exchange 2000 SETUP – Installing into Exchange 5.5 Sites


28Useful articles for Exchange 2000 SETUP – Upgrades from Exchange 5.5


29Acknowledgements



Introduction

This document will provide all the technical information to get you up and running with Exchange 2000. You should of course read the documentation and release notes on the Exchange 2000 CD for the step-by-step instructions for installation. We will concentrate on the correct process for installing the product and go into detail on the individual steps that the SETUP program performs during the installation.

Planning

Like any product installation, you need to plan well. As with most Microsoft products, you can of course just run the SETUP.EXE program and let it complete. However, if you take this approach you’ll probably run into problems with the installation. The worst-case scenario is that you might need to remove your Exchange 2000 installation and start again if you make some bad choices during setup.

Quick Start…Integrating with Exchange Server 5.5

The installation steps that you need to follow will depend on whether Exchange Server 5.5 is already installed in your company. If you want to integrate your new Exchange 2000 server(s) into the existing organization, your installation planning and execution will include the steps below. Although it is possible to perform an in-place upgrade of your Exchange 5.5 servers it is best to install at least one new Exchange 2000 server into the Organization first to ensure that the Active Directory has been deployed properly.

Preparing your Exchange 5.5 Organization

· Ensure that DNS name resolution is working between the Exchange 5.5 servers, and between Exchange 5.5 and your Active Directory and proposed Exchange 2000 servers

· Remove invalid characters from the Organization and/or Site display names

· Set permissions so that the Exchange 2000 can be installed into the first Site

· Identify Exchange 5.5 connectors that have a locally scoped address space

· Use the NTDSNoMatch tool to identify multiple mailboxes that are mapped to the same Windows NT account. Resolve duplicates by using NTDSNoMatch in custom attribute 10

· Run DS/IS consistency adjust on all servers to remove ‘zombie’ permissions on Mailboxes and Public Folders

Preparing your Active Directory

· Install Windows 2000 Service Pack 1 + hotfixes on all domain controller (DC) and Global Catalog (GC) servers

· Ensure that DNS is working correctly

· Ensure that at least one domain in the forest is in native mode

· Extend the AD schema with the ADC schema extensions (SETUP /SchemaOnly)

· Wait for the schema extensions to replicate to the domain where the first instance of the ADC service is to be installed

· Install the first instance of the ADC service

· Extend the AD schema with the Exchange 2000 schema extensions (SETUP /ForestPrep)

· Wait for all schema extensions to replicate around the entire forest

· Check /DomainPrep pre-requisites 

· Prepare each Active Directory domain for Exchange 2000 (SETUP /DomainPrep)

· Wait for replication of the /DomainPrep data

· Test /DomainPrep policy replication 

· Create a two-way Recipient Connection Agreement between the AD domain and the first Exchange 5.5 Site that will host an Exchange 2000 server

· Create either one-way or two-way Recipient Connection Agreements between the AD domain and the other Exchange 5.5 Sites in the Organization

· Create Public Folder Connection Agreements between the AD domain and all Sites in the Exchange 5.5 Organization

· Check that all Connection Agreements have replicated

Preparing and Installing the Exchange 2000 server

· Install Windows 2000 Service Pack 1

· Use NLTEST on the proposed Exchange 2000 server to ensure correct AD and DNS integration

· Run SETUP and install the first Exchange 2000 server into the nominated Exchange 5.5 Site

· Verify the installation and check for errors

· Start moving users to the new server and/or install more Exchange 2000 servers

Quick Start…New Exchange 2000 Organization 

If you do not have an existing Exchange 5.5 Organization, the process for installing Exchange 2000 servers is very simple.

Preparing your Active Directory

· Install Windows 2000 Service Pack 1 + hotfixes on all domain controller (DC) and Global Catalog (GC) servers

· Ensure that DNS is working correctly

· Ensure that at least one domain in the forest is in native mode

· Extend the AD schema with the Exchange 2000 schema extensions (SETUP /ForestPrep)

· Wait for all schema extensions to replicate around the entire forest

· Check /DomainPrep pre-requisites 

· Prepare each Active Directory domain for Exchange 2000 (SETUP /DomainPrep)

· Wait for replication of the /DomainPrep data

· Test /DomainPrep policy replication 

Preparing and Installing the Exchange 2000 server

· Install Windows 2000 Service Pack 1

· Use NLTEST on the proposed Exchange 2000 server to ensure correct AD and DNS integration

· Install the first Exchange 2000 server 

· Verify the installation and check for errors

· Start creating users on the new server and/or install more Exchange 2000 servers

If you follow the above steps in the correct order, your Exchange 2000 installation should be flawless.

In-depth Installation Details

We’ll now take each step outlined in the previous section and provide some technical explanations and details as to the process you should follow to ensure a successful deployment. As the steps on how to install a new Exchange 2000 Organization is a sub-set of the section on how to integrate with Exchange Server 5.5, we’ll go through the Exchange 5.5 integration section only.

DNS and Name Resolution

Name resolution is one of the most problematic areas in most PC-based networks. This has been made even more complex in the past with the differences between NetBIOS name and DNS-style resolution. If DNS is not working correctly in your environment you may not notice problems until you try to run Active Directory reliant applications such as Exchange 2000. It’s true to say that the Exchange SETUP program is a great test for both your Active Directory and name resolution configuration. Exchange will soon tell you if something is wrong with either of these. Unfortunately, the error messages returned by the SETUP program might be a little cryptic (most of the time, they are very easy to understand), however, if you do see errors when performing your installation, look carefully at DNS first.
When you run the SETUP /ForestPrep command, you will be asked to enter the name of an existing Exchange 5.5 server. Your machine will need to use DNS name resolution to find that Exchange 5.5 server on the network, and additionally, the Exchange 5.5 server will need to use DNS name resolution to find you. If either is configured incorrectly, Exchange SETUP will throw up an error.
If you think that DNS might not be working correctly, examine the following:

· DNS database on the DNS server. Ensure that the domain name appears and that the special underscore nodes are registered (e.g. _msdcs, _sites, etc.). If the underscore nodes do not appear to be in the database, check the TCP/IP stack on your domain controllers to ensure that their DNS settings point to the correct DNS server

· The TCP/IP stack on each domain controller. It might be that the administrator has mistyped the IP address of the DNS server, or worse, typed in the wrong IP address. For example, you may have a collection of UNIX BIND DNS servers in your network. The administrator might have mistakenly configured your IP stack to point at a UNIX DNS server rather than the Windows 2000 DNS. You should also take a look at the advanced DNS settings to ensure that the suffix search list has been set correctly
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Remove invalid characters from the Organization and/or Site display names

All objects in Exchange 5.5 have two names - directory (internal) and display (external). The directory name is used to make up the X.500 like distinguished name of an object (e.g. /o=Microsoft/ou=Redmond), whereas the display name is the friendly name seen within the Exchange Administrator program. It is not possible to change the internal directory name of an object once it exists, but you can change the display names at will.

Exchange 2000 places strict limitations on the CN value of objects stored in the Active Directory. Because of this, you may need to rename either your existing Exchange 5.5 Organization and/or Sites name(s). The allowed characters for the equivalent Exchange 2000 names are as follows:

· A – Z

· a – z 

· 0 – 9

· dash/hyphen

· space

For example, you may have parenthesis or brackets in your existing Organization and/or Site name. If so, you’ll need to change the display names of these objects before you can install your first Exchange 2000 server. If you do not change these before running /ForestPrep an error will occur. Luckily, it’s very easy to change the display names of these objects in Exchange 5.5. The directory or internal name of the object will not and cannot be changed, however this is fine. The directory names for these objects are stored in the ‘legacyExchangeDN’ attribute of the equivalent object in the Active Directory.

Set permissions so that the Exchange 2000 can be installed into the first Site

The account used to run /ForestPrep and your first Exchange 2000 installation needs to have permission to read data from the existing Exchange 5.5 organization. The document “The Ultimate Guide to….Permissions” outlines both the permissions required in the Active Directory and Exchange 5.5 directory to perform such operations.
Identify Exchange 5.5 connectors that have a locally scoped address space

Exchange 5.5 allows administrators to ‘scope’ address spaces on connectors. This allows them to make available connectors to users in a site, whilst hiding the connector completely from the rest of the Exchange organization. The Routing Information Daemon (RID) in a Site ensures that locally scoped connectors from remote sites are not present in the Gateway Address Resolution Table (GWART). Available scopes in Exchange 5.5 are: Organization, Site and Location.

Exchange 2000 supports the use of scopes, however it only recognizes: Organization and Routing Group (Site scopes from Exchange 5.5 are mapped to Routing Group scopes). Through the replication of Configuration Connection Agreements (a.k.a. Config CA) in the ADC, Exchange 2000 learns about every address space in the Organization, including locally scoped connectors.

When the transport in Exchange 2000 attempts to route a message, it will first try to use a connector that has an address space that closely matches the destination of the message. This takes precedence over the cost. For example, given the following connectors, a message to pbowden@microsoft.com would best match to connector three.

	Connector #
	Address Type
	Address Space
	Cost
	Scope

	One
	SMTP
	*
	1
	Organization

	Two
	SMTP
	*
	5
	Organization

	Three
	SMTP
	microsoft.com
	10
	Organization


Now let’s say connector three was scoped to “Site”. A new message sent to pbowden@microsoft.com would best match to connector one. This is roughly the same mechanism that Exchange 5.5 uses to route messages.

However, let’s say that we change the scope of connector one and three to “Site” (for Site A). The address space list now looks like this:

	Connector #
	Address Type
	Address Space
	Cost
	Scope

	One
	SMTP
	*
	1
	Site (A)

	Two
	SMTP
	*
	5
	Organization

	Three
	SMTP
	microsoft.com
	10
	Site (A)


In Exchange 5.5 an Internet message submitted by a user in Site B would be routed out through connector two. However, Exchange 2000 severs in Site (Admin Group) B will not be able to correctly route the message as the best match/lowest cost connector is locally scoped (although Exchange 2000 servers in Site (Admin Group) A would be able to route messages). This will result in an NDR message being generated.

There are three possible solutions to overcome this issue:

1. Configure the address spaces, costs and scopes in such a way that the best match/lowest cost connector has a scope of “Organization” 

2. If the Exchange 2000 server is located in Site B, manually add an SMTP address space to the connector between Site B and Site A so that the Exchange 2000 server knows how to route the message

3. Place the best match/lowest cost connector in the same routing group as the Exchange 2000 server

To identify locally scoped connectors in Exchange 5.5 use the Admin tool to open up the properties of each connector.

Using NTDSNoMatch

It is not uncommon for Exchange 5.5 administrators to create resource mailboxes and map these to the same Primary Windows NT account. Whilst this configuration is valid for Exchange 5.5, with Exchange 2000 and Active Directory each mailbox must have its own logon account.

If you do not proactively research and ‘fix’ these duplicate account mappings, then the ADC may perform incorrect object matching. For example:

The following Exchange 5.5 mailboxes are all mapped to the Active Directory account “Joe Smith”:

· Joe Smith

· Conference Room 1

· Conference Room 2 (Video)

The ADC is responsible for matching Joe’s mailbox and AD account (and uploading attribute information such as his telephone number). However, because more than one mailbox is mapped to the AD account, the ADC cannot work out which mailbox actually holds Joe’s personal e-mail. In this scenario the ADC will take the first mailbox in the alphabetical list and match it up (in this case – Conference Room 1). The ADC will then generate Application Log errors for the other mailboxes. If you find yourself in the situation where the ADC has matched the wrong accounts, then you will need to remove the msExchADCGlobalNames attribute from the AD account (using a tool such as LDP), and the ADC-Global-Names attribute from the Exchange 5.5 mailbox (using the Exchange 5.5 Administrator program in raw mode). However, if you are fortunate to be reading this before deploying your ADC, then read on!

The easiest way to work out which accounts are mapped to multiple mailboxes is to run the ‘NTDSNoMatch’ utility. 
To run the tool, use the following steps:

1. Unzip the files to a new folder

2. REGSVR32 adsSecurity.dll

3. REGSVR32 octetstr.dll

4. Type NTDSNOMATCH <Exchange 5.5 server name> <output file name>

Depending upon the size of Exchange Organization, the tool may take several hours to complete. However, you should end up with a list of all multiple mailbox mappings. Go through the output file and for each resource mailbox, add the string ‘NTDSNoMatch’ (without the quotes) to custom attribute 10 of the object in Exchange 5.5. When the ADC attempts to replicate the mailbox to the Active Directory, this string will inform the ADC not to try and match the account up with an existing account, even if a good mapping can be made. Instead, the ADC will create a new AD object for the resource mailbox. The type of object created will depend on the way that you’ve configured the ADC connection agreement. By default, a disabled Windows user account will be created. If you wish, you can inform the ADC to instead create a contact object by using the alternate string of ‘NTDSContact’ in custom attribute 10.

If custom attribute 10 already in use within your organization, you can change the ADC schema map so that any of the other directory attributes are used instead.
Removing ‘zombie’ access control entries

Before you install your first Exchange 2000 server, you’ll need to remove unused or ‘zombie’ access control entries (ACEs) from your Exchange 5.5 Public Folders. Zombie entries exist when an object such as a mailbox has permissions on a Public Folder resource, but then the object is deleted. The ACE on the Public Folder will not be removed. In a pure Exchange 5.5 environment the zombies do not cause any problems, however when the Public Folder hierarchy replicates to Exchange 2000, the STORE will attempt to convert all ACEs into Active Directory security principals (SIDs). As the zombies won’t be present within the Active Directory, the ACE cannot be converted, which means that the ACL will not be converted, which means that the Public Folder will be inaccessible to all Exchange 2000 users.
Zombies can be removed by running the DS/IS consistency adjuster from the Exchange 5.5 Administrator program. It’s important that you only choose to remove the unknown permissions from mailboxes and Public Folders. Selecting the other options in the consistency adjuster can cause undesirable effects, such as the re-homing of Public Folders. 

Install Windows 2000 Service Pack 1 + hotfixes on all DC/GC servers 

Although the Exchange 2000 SETUP program is hard-coded to look for the Service Pack 1 installation on the local machine, it does not physically check the domain controllers in your environment to see if they are on the latest service pack and hotfixes. You need to have a good process in-place to ensure that your servers are kept up-to-date. Various problems may arise if some of your domain controllers are not running the latest service pack. These can range from intermittent Non-Delivery-Receipts (NDRs) to serious performance problems.
As of writing, the recommended set of fixes for all servers (Exchange 2000, ADC, Conferencing, DCs, GCs) is as follows:

· Windows 2000 Service Pack 1

· Windows 2000 Post-SP1 roll-up hotfix Q271976
Ensure that at least one domain in the forest is in native mode

If you co-exist with Exchange 5.5, then at least one of your Active Directory domains must be in native mode. This is so that Exchange 5.5 Distribution Lists can be mapped across to Universal Distribution Groups (UDGs) and Universal Security Groups (USGs) in the Active Directory. You will configure the Active Directory Connector to replicate Distribution List objects into this native mode domain. The ADC is hard-coded to create UDGs, but the Exchange Store can and will convert these to USGs on a as-needed basis. USGs can only exist in native mode domains. If these objects exist in a mixed mode domain, the conversion will fail, an error will be logged and your Public Folder permissions will fail. The Public Folder and Replication chapter in this book provides more information on this subject.

If you already have a native mode domain in your forest, you can use this. If all of your domains are in mixed mode, then you will either need to switch at least one of them to native mode, or create a new native mode domain.

In most enterprise organizations, the root domain normally consists of Windows 2000 servers only, and therefore is a prime candidate for native mode. However, most companies have decided to reserve the root domain for system objects only.
Extend the AD schema with the ADC schema extensions (SETUP /SchemaOnly)

The Active Directory Connector includes a set of schema extensions that have to be installed before the ADC service can operate. You can either let the first ADC installation make these changes, or if you prefer (for security reasons), these extensions can be installed exclusively with the SETUP /SchemaOnly command-line switch. When this is executed, the ten schema extension files (named ADCSchema0.LDF through to ADCSchema9.LDF) will be imported in the Active Directory. You may find that the Active Directory Schema FSMO owner becomes very busy and slow to respond during this schema update process.
The ADC schema extensions are a sub-set of the full Exchange 2000 schema extensions, however, you need to install the ADC extensions before you can join an existing Exchange 5.5 Organization and thus install the Exchange 2000 schema extensions. If you wish, you can manually read the LDF files on the Exchange 2000 CD to gain a full understanding of the attributes and changed during the ADC schema update process. However, as a quick reference, the following table provides a summary of the changes made to the Active Directory.

	File/Totals
	New Attributes
	New Classes
	Partial Attr. Changes
	Total Changes

	ADCSchema0.LDF
	41
	0
	10
	41

	ADCSchema1.LDF
	41
	0
	14
	41

	ADCSchema2.LDF
	41
	0
	9
	41

	ADCSchema3.LDF
	4
	5
	10
	41

	ADCSchema4.LDF
	6
	0
	13
	41

	ADCSchema5.LDF
	6
	1
	8
	41

	ADCSchema6.LDF
	28
	0
	31
	41

	ADCSchema7.LDF
	6
	0
	35
	41

	ADCSchema8.LDF
	0
	0
	4
	41

	ADCSchema9.LDF
	6
	3
	0
	39

	Grand Total
	179
	9
	134
	408


Because the partial attribute set will be changed during the ADC schema update process, this will cause all Global Catalog servers in the forest to go through a rebuild cycle. Effectively, this means that they will re-replicate partial domain naming contexts. Although this process has no effect on users, it may cause additional network overhead, and as such, this should be planned properly. The recommendation is to make these schema changes during a quiet period.
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Additionally, the Exchange 2000 schema extensions (made through /ForestPrep) also change the partial attribute set. If you wish to conserve bandwidth on your network, consider making both sets of schema changes at the same time without waiting for replication to occur.

Wait for the ADC schema extensions to replicate

You now need to rely on Active Directory replication to flush your schema changes to all domain controllers. Depending upon the size of your installation, this can take anywhere from five minutes to several hours. You can use tools such as ReplMon from the Windows 2000 Support Tools to check your Active Directory replication. However, if you wish to manually check a specific domain controller to see if the ADC schema extensions have been replicated to it, use LDP and attempt to view the following object:

cn=ms-Exch-Schema-Version-ADC,cn=schema,cn=configuration,dc=your-domain-here

If you receive an object not found error, the schema extensions have not yet been replicated. If you are able to bind to the object, look at its ‘rangeUpper’ attribute. If this is set to 4197 then the schema has fully replicated. We know this, as the very last change in the ADCSchema9.LDF file is the importing of this attribute:

dn: CN=ms-Exch-Schema-Version-Adc,<SchemaContainerDN>

changetype: modify

replace: rangeUpper

rangeUpper: 4197
Install the first instance of the ADC service

Once the ADC schema extensions have replicated, you can continue to install your first Active Directory Connector. The task of the ADC is to replicate directory information (such as users, mailboxes and groups) between the Exchange 5.5 directory and the Active Directory. The ADC service itself relies on the administrator to define ‘Connection Agreements’. These agreements name the servers involved in the replication cycle, which direction to replicate, which objects to replicate and when to replicate the data.
The ADC uses LDAP to contact both the Exchange 5.5 and Active Directory. LDAP works efficiently over all types of network link – fast, slow and highly latent. For efficiency reasons you should attempt to place the ADC computer relatively close to the servers involved in the connection agreement. Depending upon the amount of information to replicate, a significant amount of data is sent over the wire. If you are faced with the decision of either placing the ADC close to the Exchange 5.5 server, or close to the Active Directory server, then it is usually best to go with the former option. The ADC will usually (in a two-way connection agreement) generate more data to the Exchange server than the AD server.

Prepare the Forest with SETUP /ForestPrep

In large organizations it is likely that the person installing Exchange will not have full permissions to the Active Directory. Running the Exchange 2000 SETUP program with the /ForestPrep switch allows Active Directory schema administrators to prepare the forest for an Exchange 2000 installation. As such, the person running /ForestPrep must have both Schema and Enterprise admin permissions.

ForestPrep performs a number of tasks:

1. Creates Exchange Organization object in the Active Directory

2. Sets base permissions for the first Exchange Administrator

3. Extends the Active Directory schema with the Exchange 2000 schema extensions

During /ForestPrep you will be asked whether you wish to create a new Exchange 2000 Organization or join an existing Exchange 5.5 Organization. Make your selection carefully. If you choose to install a new Organization you will never be able to join an Exchange 5.5 server to the deployment. If you do choose to join an existing Organization you will be asked for the name of an existing Exchange 5.5 server. It’s important that you understand the ramifications of the server name that you enter at this stage. The Exchange 2000 SETUP program will connect to the nominated Exchange 5.5 server and read it’s configuration data (Organization/Site names, etc.) and will copy this information to the Active Directory. If your Exchange 5.5 deployment consists of multiple sites, the Exchange 5.5 site name will be copied across to the Active Directory as the first Administrative Group. Your first Exchange 2000 server installation MUST join the first Administrative Group. You will also need to know the service account details for the existing Exchange 5.5 site. Although Exchange 2000 services start up as the built-in computer account (a.k.a. LocalSystem), the MTA and SRS process will need to use the service account name and password as an override when binding to the MTA and DS processes on existing Exchange 5.5 servers in the site.

The next stage of /ForestPrep asks you to nominate the first Exchange administrator account. This can be a user account, but we recommend that you choose a group. The object that you nominate here will be given full organization-wide permissions to Exchange. You will need to logon with this account to install the first Exchange 2000 server in the enterprise.
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Once /ForestPrep has collected all of the data that it needs it will extend the Active Directory with the Exchange 2000-specific schema extensions. This can take anywhere between 20 mins and 2 hours depending on how busy the Schema FSMO master is. The table below gives a summary of the schema changes made during /ForestPrep.

	File/Totals
	New Attributes
	New Classes
	Partial Attr. Changes
	Total Changes

	Schema0.LDF
	133
	5
	46
	205

	Schema1.LDF
	51
	4
	77
	205

	Schema2.LDF
	205
	0
	0
	205

	Schema3.LDF
	205
	0
	1
	205

	Schema4.LDF
	96
	101
	0
	205

	Schema5.LDF
	14
	19
	0
	205

	Schema6.LDF
	93
	25
	0
	205

	Schema7.LDF
	0
	0
	0
	205

	Schema8.LDF
	46
	3
	0
	205

	Schema9.LDF
	12
	1
	3
	199

	Grand Total
	855
	158
	127
	2044


Wait for the Exchange 2000 schema extensions to replicate

You now need to rely on Active Directory replication to flush your schema changes to all domain controllers. Depending upon the size of your installation, this can take anywhere from five minutes to several hours. You can use tools such as ReplMon from the Windows 2000 Support Tools to check your Active Directory replication. However, if you wish to manually check a specific domain controller to see if the Exchange 2000 schema extensions have been replicated to it, use LDP and attempt to view the following object:

cn=ms-Exch-Schema-Version-Pt,cn=schema,cn=configuration,dc=your-domain-here

If you receive an object not found error, the schema extensions have not yet been replicated. If you are able to bind to the object, look at its ‘rangeUpper’ attribute. If this is set to 4397 then the schema has fully replicated. We know this, as the very last change in the Schema9.LDF file is the importing of this attribute:

dn: CN=ms-Exch-Schema-Version-Pt,<SchemaContainerDN>

changetype: modify

replace: rangeUpper

rangeUpper: 4397
Check /DomainPrep pre-requisites

Running the Exchange 2000 SETUP program with the /DomainPrep switch prepares an Active Directory domain for Exchange 2000 servers and/or users. One of the important /DomainPrep tasks is to change the Domain Controller security policy so that all Exchange servers can manage the auditing and security log. 
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Because /DomainPrep is changing a policy it is critical that all domain controllers within the domain are running properly. You can encounter instances where a domain controller may not receive a policy change if it’s not running or if NTFRS (file replication service) is having problems. In these instances, if one of your Exchange 2000 servers selects this domain controller for its Config DC role, the databases will fail to mount.

During the /DomainPrep process, the local computer will want to communicate to the Active Directory schema FMSO role. The name lookup for the schema master will be performed using the short (i.e. NetBIOS) name of the server.

Prepare each domain with SETUP /DomainPrep

To run /DomainPrep you should be logged on as a Domain Admin. DomainPrep should be run in each domain that will host either Exchange 2000 servers or Exchange 2000 users. Although the /DomainPrep process is quick to run, it performs a number of critical tasks:

1. Creates the special ‘Exchange Domain Servers’ global security group in the Users container

2. Creates the special ‘Exchange Enterprise Servers’ local security group in the Users container

3. Places the ‘Exchange Domain Servers’ group into the ‘Exchange Enterprise Servers’ group

4. Grant various permissions for the ‘Exchange Enterprise Servers’ group to the domain object

5. Stamps permissions for the ‘Exchange Enterprise Servers’ group on the AdminSDHolder object

6. Creates the ‘Microsoft Exchange System Objects’ container underneath the domain node

The special group objects created by /DomainPrep provide the basis for permissions in Exchange 2000. For example, if the system administrator creates a new user with a mailbox, the Recipient Update Service (RUS) has to modify various attributes on the account (such as e-mail addresses) so that the user can log on. The RUS runs in the context of the System Attendant, which in turn is running under the security context of the local computer account, and so the computer account must have permissions over user objects in the domain.

As you install new Exchange 2000 servers, the SETUP program will add the computer account to the local ‘Exchange Domain Servers’ group. In turn, this group is a member of the ‘Exchange Enterprise Servers’ group which has permissions to both the domain naming context and configuration data. In multi-domain environments the Recipient Update Service enforces that each ‘Exchange Enterprise Servers’ group contains membership of all other ‘Exchange Domain Servers’ groups from each domain that has been prepared with /DomainPrep.

NOTE: It is critical that you do not rename or move the special groups as Exchange 2000 relies on both their creation names and location of the Users container.

A behavior of the Active Directory is to block the inheritance of permissions to all Domain Admin accounts. As it’s important that the RUS can process all accounts in the domain, the /DomainPrep function will grant the ‘Exchange Enterprise Servers’ group full read and write permission on the AdminSDHolder system object. This allows the RUS to make changes to Domain Admin objects directly without relying on inheritance.

Finally, the ‘Microsoft Exchange System Objects’ container that’s created by /DomainPrep is used to hold Public Folder proxy objects. As you create new mail-enabled Public Folders in Exchange 2000, or if you create a Public Folder Connection Agreement (PFCA) in the ADC, proxy objects will exist for Public Folders. This allows users to send mail to Public Folders in Exchange 5.5 and 2000.

Wait for /DomainPrep replication

Depending upon your Active Directory Site configuration it can take a while to replicate domain changes to all domain controllers. You can use tools such as ReplMon to verify the replication within the domain. If you want to test /DomainPrep replication to a specific domain controller, you can use a tool such as LDP to query the domain naming context replica. You should enumerate the ‘Microsoft Exchange System Objects’ container and inspect it’s ‘objectVersion’ attribute – this should be set to 4406. If you find this, then /DomainPrep replication has occurred to the domain controller to which you are bound.

Test /DomainPrep policy replication

Although you’ve verified that the Active Directory information created by /DomainPrep has replicated around the domain, you should also perform a check to ensure that the domain controller security policy has also replicated. As stated in a previous section, if the security policy is incorrect, the Exchange databases on your servers will fail to mount.

You can use the policytest.exe tool supplied on the Exchange 2000 CD to test the replication of the policy. Simply run it in the domain and inspect the results. All domain controllers should report ‘SeSecurityPrivilege’. If the policy has not replicated properly, you will see numeric error codes returned. The following is an example of a policytest report:

===============================================
Local domain is “extest.microsoft.com"

Account is “RED\Exchange Enterprise Servers"

========================

  DC      = “EURO-DOG"

  In site = “TVP"

  Right found:  "SeSecurityPrivilege"

========================

  DC      = “RED43-DOG"

  In site = "(null)"

  !! LsaOpenPolicy returned error 5 !!

========================

  DC      = “AFRICA-DOG"

  In site = “JOBURG"

  !! LsaOpenPolicy returned error 1722 !!
To interpret the returned error codes, use the ERR.EXE tool in the Exchange 2000 Resource Kit and cross-reference with the winerror.h library. For example, error 1722 means RPC_S_SERVER_UNAVAILABLE, or in other words – the domain controller is down.

If you find that one or more domain controllers does not report the correct ‘SeSecurityPrivilege’ then you should wait a few hours and re-run the policytest. If you find that even after waiting, one or two domain controllers are still reporting problems, it might be that NTFRS is not working properly, in which case you should check the Event Log for errors. If you wish to manually intervene, you can use the SECEDIT tool from the Windows 2000 Support Tools to enforce the policy on a particular domain controller.

ADC Connection Agreements

It is extremely important that you create some connection agreements to the Exchange 5.5 network (if you have one) before installing the first Exchange 2000 server. Failing to do this might result in problems with the Exchange 2000 Public Folder hierarchy (more about this in a later chapter). Although the creation and configuration of connection agreements is covered more in-depth in a later chapter, you should at least create the following connection agreements before proceeding with the installation:

· Two-way Recipient Connection Agreement (RCA) between the first Exchange 5.5 Site that will accommodate an Exchange 2000 server and the Active Directory domain(s) where the user accounts for those Exchange 5.5 mailboxes are held

· Two-way Recipient Connection Agreement (RCA) to replicate Exchange 5.5 Distribution Lists to a native mode Active Directory domain. This agreement can be coupled with the first agreement if necessary

· At least a one-way Recipient Connection Agreement (RCA) to replicate all mailboxes in all Exchange 5.5 Sites in the Organization to the Active Directory. Technically, a one-way agreement from Exchange can read information from multiple Exchange Sites. Alternatively, you may wish to create a two-way agreement from each Exchange site to the Active Directory 

· Two-way Public Folder Connection Agreement (PFCA) between the first Exchange 5.5 Site that will accommodate an Exchange 2000 server and the Active Directory domain(s) where the Exchange 2000 server will be installed. A PFCA replicates Public Folder directory proxy objects into the Active Directory so that you can send e-mail to Public Folders from Exchange 2000 users and applications

One question that you might be asking is ‘How many Connection Agreements can a single ADC computer manage?’. The real limit is down to the horsepower of the machine and the amount of memory available. Each connection agreement (RCA, PFCA or ConfigCA) will spawn a thread whilst processing. By default, each thread will be allocated a minimum of 1Mb of memory. To keep your ADC running efficiently, you should plan on running no more than 100 connection agreements on a single computer. 

Check that all Connection Agreements have replicated

If you have scheduled your connection agreements to ‘Always’ you should notice that replication occurs almost immediately. You can verify this by either looking at the CPU time for the ADC.EXE process in the Task Manager, examining the MSADC performance monitor counters or by inspecting the directory objects with the Active Directory Users and Computers snap-in. Rich directory information in the Exchange 5.5 directory will be uploaded to the same object within the Active Directory. If objects don’t appear to be replicating, try right-clicking on the connection agreement and choosing the ‘Replicate Now’ option. Additionally, if you have many domain controllers within your environment, you may have to wait for some time for Active Directory replication to complete.
It is very important that all recipient connection agreements are fully replicated before you install your first Exchange 2000 server into the Exchange 5.5 organization. If it’s not possible to deploy all of these connection agreements before your first installation (perhaps because of timing, security or political issues), you may need to remove the Public Store from the Exchange 2000 server after installation. This is to ensure that Exchange 2000 users will see a complete Public Folder hierarchy when logging on.
Using NLTEST

The Exchange 2000 SETUP routine makes rigorous checks on the Active Directory to ensure that it is configured correctly. Indeed, you may have had your Active Directory installed and running with no issues for several months, but Exchange will fail if it finds that something is a miss.

The first set of checks that the SETUP routine performs is to query the Active Directory through the DS Locator service to ensure that the local server is in a valid Active Directory site. One of the most common configuration errors seen is where the Active Directory administrator has changed the name of the first site (the default name being Default-First-Site-Name) without defining the subnets for the site. This is probably due to subnet definition being slightly confusing to the novice. You can pre-empt a SETUP failure like this by using the NLTEST utility. This is usually shipped as part of the Windows 2000 Support Tools, but is provided on the accompanying CD-ROM for your convenience. NLTEST uses the same Win32 API calls as the Exchange 2000 SETUP routine. Therefore, if NLTEST returns an error, so will Exchange SETUP. For our first check, we will use NLTEST with the /DSGETSITE command-line switch. If the server can find it’s own AD site name, it will return a simple string of text. For example:

C:\>nltest /dsgetsite

Default-First-Site-Name

The command completed successfully
If you see an error instead, then look closely at your site and subnet definitions. You will need to resolve the issue before installing your Exchange 2000 server.
We can now perform some more extensive tests to ensure that we can read information about our local domain, and the forest root. For this, use NLTEST with the /DSGETDC:your-domain-here switch. For example:

C:\>nltest /dsgetdc:xg

           DC: \\PBOWDEN-XG19

      Address: \\157.58.36.242

     Dom Guid: ef453e9b-fc67-4dbc-8fb2-4f84404a7770

     Dom Name: XG

  Forest Name: xg.exchange.microsoft.com

 Dc Site Name: Default-First-Site-Name

Our Site Name: Default-First-Site-Name

        Flags: PDC GC DS LDAP KDC TIMESERV WRITABLE DNS_FOREST CLOSE_SITE

The command completed successfully
Some of the information provided makes obvious reading. What is quite interesting is the flags section returned. From this data we can determine which services the local domain controller is running. If your Exchange 2000 server is a domain controller then more than likely, the DSGETDC switch will return data about the local computer. If your Exchange 2000 server is a member of the domain, NLTEST will use the DSGetDCName Win32 API call to bootstrap the closest domain controller.
Finally, the last command-line switch that you may want to use with NLTEST is DCLIST:your-domain-here. This will provide you with a complete list of domain controllers for the domain name that you specify. Additionally, you will also be able to see the PDC emulator for the domain. For example:

C:\>nltest /dclist:xg

Get list of DCs in domain 'xg' from '\\PBOWDEN-XG19'.

    pbowden-xg19.xg.exchange.microsoft.com [PDC] [DS] Site: Default-First-Site-Name

The command completed successfully
If the results from NLTEST look okay (i.e. you don’t see errors), then there is a high likelihood that the Active Directory and DNS have been configured correctly in your environment. This result is that your Exchange 2000 implementation should now go more smoothly.
Run SETUP

Well, we’re finally here! After doing all of your homework and planning, you’re now ready for your first installation of Exchange 2000. No matter how much preparation you do, don’t get complacent, there are simple things that you could have missed. The most common mistake I’ve seen is forgetting to install the NNTP component from Windows 2000. Exchange 2000 builds on top of the base NNTP and SMTP stacks that are provided with the operating system.
If you’re already performed a ForestPrep and DomainPrep, the SETUP program won’t ask you very many questions – it’ll simply want to know which components you want to install. If you haven’t performed ForestPrep and DomainPrep, and your logged on account has the correct level of permissions to the Active Directory, the preparatory work will take place as part of SETUP.
SETUP command-line switches

The Exchange 2000 SETUP program allows various command-line switches to be set at run-time. The following table lists out all of these switches as their functions.

	Switch
	Function

	/?
	Shows all command-line switches for SETUP.EXE

	/DisasterRecovery
	Allows you to recover from missing files, registry keys, and deleted folders. You must make sure that there is a valid backup of the data and if not, check to make sure the databases that are located on the server are consistent

	/ForestPrep
	Extends the Active Directory schema and prepares the forest for Exchange 2000

	/DomainPrep
	Prepares a domain for Exchange 2000 use

	/CreateUnattend <filename>.ini
	Creates an unattended installation file named <filename>.ini . This can be used as a basis for installing other servers in an unattended fashion

	/UnattendFile <filename>.ini
	Runs in unattended mode with settings in <filename>.ini

	/ShowUI
	Displays the user interface (UI); use in conjunction with the /unattendfile switch to show the UI even though you are running off of an unattend file

	/NoEventLog
	Turns off event logging

	/NoErrorLog
	Turns off error logging

	/All
	Enables all components for installation, upgrade, or reinstallation


SETUP Stages

There are four major SETUP stages:
1. Administrator - Select components to install

2. System – Close down all dependant services (e.g. WinMgmt, SMTP, NNTP, License Logging, etc.)

3. System – Copy the binaries to the selected directory, modify the registry and create the services

4. System – Tidy up and start all Exchange 2000 services

Stages a, b and d usually take less then a minute to complete. The majority of the time will be taken copying over the binaries, you should allow around 30 minutes for this.
If SETUP encounters an open file, you will see an error message mid-way through the installation process. You will normally get the option to either ‘Retry’, ‘Continue’, or ‘Cancel’. Let’s say that you have Outlook installed on the Exchange server machine and this was open during Exchange 2000 SETUP. You will see file contention for the MAPI provider files (i.e. EMSMDB32.DLL, EMSABP32.DLL, etc.). If this is the case, close down the offending application and click the ‘Retry’ button. In all other cases, you should choose ‘Continue’. This will copy the file across to a temporary directory, but on the next reboot of the machine the new file will over-write the old file. So that brings us nicely to the subject of reboots. Normally, you will not need to reboot the server after installation. If you don’t see a prompt asking you to reboot, then you won’t have to. However, if the installation process ran into problems with file contention (whether it prompted you or not), you will be asked to reboot at the end.
SETUP – What really happens?

Some of you out there might want a few more details on exactly what actions are performed during the installation process. For the low-level, raw details, you can read the setup progress log (discussed later). However, if you’re looking for something slightly more high-level, the following section should help. Obviously, the actual path of SETUP will be dictated by the specific installation scenario. Our example below shows the installation of an Exchange 2000 server into an existing Exchange 5.5 Organization. ForestPrep and DomainPrep have already been executed.
SETUP.EXE Initialization
1. Check to see if local computer is a member of a domain

2. Bind to a local domain controller and check for Exchange 2000 schema extensions in the Active Directory

3. Look for services on the local computer (such as Certificate Server)

4. Check logged on user permissions (Domain Admins, permissions to create objects, etc.)

5. Initialize atoms (i.e. individual components) for the installation

6. Bind to a local domain controller and check whether DomainPrep has been run in the domain

7. Look for existing Exchange Organization in the Active Directory. If it exists, read the configuration and work out if existing servers (Exchange 2000 or 5.5) are already installed in that Organization

8. If we detect that an Exchange 5.5 server exists in the Organization and that the Site is we are installing into only has Exchange 5.5 servers (a.k.a. pure mode) ask the installer for the name of an existing Exchange 5.5 server to use

9. Bind to the Exchange 5.5 server using the Directory API (DAPI) to work out its LDAP port number, Org and Site names and whether it is has Service Pack 3

10. Also check that the installer has permissions to the Exchange 5.5 Organization and if so, read the name of the site service account

11. Report setup configuration information (paths, domain controllers, Org name, Site name, etc.) to the progress log and show main component installation page

Component selection and installation

1. As the installer makes his/her selection, initialize the appropriate component atoms to ensure that the selection can be honored

2. Installer has made final selections

3. Stop the dependant services (w3svc, smtpsvc, nntpsvc)

4. Stop any Exchange 2000 services if they exist

5. Stop other dependant services (IISAdmin, IsmServ, LicenseService)

6. Cross-match component selection against installation atoms and prepare for the file copy process

7. Copy files to the installation directory

8. Add local computer account to the ‘Exchange Domain Servers’ group

9. Decide if the Site Replication Service needs to be enabled. If it does create a Configuration Connection Agreement between the Active Directory and an existing Exchange 5.5 server

10. Create objects for the Exchange 2000 server in the Organization node of the Active Directory

11. Remove any existing Exchange 2000 registry keys and directories (i.e. from failed installations)

12. Remove any existing Exchange 2000 information from the IIS metabase

13. Delete existing and create registry entries for the System Attendant

14. Create the Microsoft Exchange System Attendant service (MSExchangeSA)

15. Create entries for the System Attendant within the IIS metabase and Active Directory

16. Set the server to host Address Lists

17. Copy the site service account details from an existing Exchange 5.5 server and stamp them on the Admin Group object in the Active Directory

18. Create the JET (ESE) database component

19. Delete existing and create registry keys for the Message Transfer Agent

20. Create the Microsoft Exchange Message Transfer Agent service (MSExchangeMTA)

21. Create entries for the Message Transfer Agent in the IIS metabase and Active Directory

22. Delete existing and create registry keys for the IFS service

23. Create the Information Store Filesystem service (EXIFS)

24. Create entries for IFS in the IIS metabase and Active Directory

25. Delete existing and create registry keys for the Information Store service

26. Create the MS Search Application

27. Pick the Site Folder server

28. Create the Information Store service (MSExchangeIS)

29. Create Store Event account (EUSER_EXSTOREEVENT)

30. Create entries for the Information Store in the IIS metabase and Active Directory

31. Configure MS Search Application

32. Delete existing and create registry keys for the SRS service

33. Create the Microsoft Exchange Site Replication Service

34. Decide whether the SRS should be enabled

35. Stamp the Exchange 5.5 site service account details on the SRS object

36. Change the activation schedule for the Config Connection Agreement

37. Install SRS database and initialize (copy srstempl.edb to srs.edb)

38. Choose an Exchange 5.5 server to replicate from and initiate the first replication

39. Stop the SRS, stamp new attributes, start SRS (happens three times)

40. Re-target Config Connection Agreement from Exchange 5.5 server to the local SRS 

41. Delete existing and create registry keys for OLEDB

42. Create entries for OLEDB in the IIS metabase and Active Directory

43. Delete existing registry keys for the IMAP4 service

44. Create the IMAP4 service

45. Create registry keys for IMAP4

46. Create entries for IMAP4 in the IIS metabase and Active Directory

47. Delete existing registry keys for the POP3 service

48. Create the POP3 service

49. Create registry keys for POP3

50. Create entries for POP3 in the IIS metabase and Active Directory

51. Delete existing and create registry keys for the Base DAV service

52. Create entries for the Base DAV service in the IIS metabase and Active Directory

53. Delete existing and create registry keys for the NNTP service

54. Create entries for NNTP in the IIS metabase and Active Directory

55. Delete existing and create registry keys for the SMTP service

56. Register Exchange 2000 specific SMTP libraries (msgtrack.dll, phatq.dll, turflist.dll, regsinks.dll)

57. Create entries for SMTP in the IIS metabase and Active Directory

58. Delete existing registry keys for the routing service

59. Create the Microsoft Exchange Routing service (ReSvc)

60. Create registry keys for the routing service

61. Create entries for the routing service in the IIS metabase and Active Directory

62. Delete existing and create registry keys for the Service Atom

63. Stop IISADMIN service

64. Create entries for the Service Atom in the IIS metabase and Active Directory

65. Delete existing and create registry keys for the Miscellaneous Atom (WMI, CDO Workflow)

66. Create entries for the Miscellaneous Atom in the IIS metabase and Active Directory

67. Delete existing registry keys for the Event service

68. Create the Microsoft Exchange Event service

69. Create registry keys for the Event service

70. Create entries for the Event service in the IIS metabase and Active Directory

71. Delete existing and create registry keys for the Microsoft Exchange Web component

72. Create entries for the Microsoft Exchange Web Component in the IIS metabase and Active Directory

73. Delete existing and create registry keys for WebClient (OWA)

74. Create entries for the WebClient in the IIS metabase and Active Directory

75. Delete existing and create registry keys for the Microsoft Exchange Cluster component

76. Create entries for the cluster component in the IIS metabase and Active Directory

77. Delete existing and create registry keys for the Microsoft Exchange Multimedia messaging

78. Create entries for the multimedia messaging in the IIS metabase and Active Directory

79. Prepare for file copy of the Exchange System Management components

80. Copy files for Exchange System Management snap-ins

81. Copy files for Exchange Migration Wizard

82. Copy files for Instant Messaging service administration

83. Copy files for Full-text indexing administration

84. Copy files for Service Atom (e.g. MAPI support files)

85. Unregister system DLLs

86. Configure System Management snap-ins and shortcut

87. Register system DLLs

88. Configure Migration Wizard shortcut

89. Configure Instant Message administration tool

90. Configure Full-text indexing administration tool

91. Copy files for the Exchange 5.5 Administration tool

92. Configure Exchange 5.5 Administration tool

93. Configure Instant Messaging service

94. Add local computer account to ‘Exchange Domain Servers’ group

95. Create Administration Group objects (policies container, Advanced Security, etc.)

96. Create Exchange server object in the Administration Group and stamp version

97. Check for special Exchange Groups, check that the Domain is prepared

98. Start all services

99. Remove the interface from the desktop and exit

Unattended Installs

Most Exchange 2000 installations will involve the administrator being directly located directly at the server console or over a Terminal Services connection. It is also possible to perform unattended installations of Exchange 2000. You do this by running the Exchange 2000 SETUP program with the /CreateUnattend option. This will take all of your selections and write them to a .INI file, which can be subsequently played back in a future installation.

Only the basic core services installation is supported for unattended mode, and manual editing of the .INI file is not supported. 

Not supported for unattended mode

· /ForestPrep

· /DomainPrep

· Upgrade of Exchange 5.5 servers

· Uninstall of Exchange 2000

· Disaster Recovery (a.k.a. forklift)

· Cluster node installations

· Maintenance mode (add / remove individual components)

· First Exchange 2000 server install into an Exchange 5.5 Organization 

· Installing Exchange 2000 chat component 

· installing Exchange 2000 Instant Messaging component

Supported for unattended mode

· Installing Exchange 2000 Messaging and Collaboration Services

· Installing Exchange 2000 System Management Tools

· Pure Exchange 2000 installs (mixed or native Exchange modes)

· 2nd to Nth server install into mixed environments (other than first Exchange 2000 server installed into an existing Exchange 5.5 Organization)

Trouble-shooting SETUP failures

Hopefully, your Exchange 2000 server is now installed – but what if you get an installation error message? If this is the case, read on!
The Exchange 2000 SETUP process is designed to be tolerant of minor problems. If small errors occur during installation you will have the chance to rectify the problem and then continue. In fact, SETUP tries to make as many checks as possible before the actual installation takes place. When you are presented with the component page (SETUP stage a.) you will get a good idea as to whether problems have occurred during the initial checks. If you see four dashes (i.e. ‘----‘) against a component instead of ‘Install’ it normally means that an error message will pop-up if you try to perform an action (Install, Remove, etc.) on that component. The error messages at this stage are very friendly and give good information as to what the problem might be. It could be that SETUP is having problems contacting your Active Directory servers, which probably means that name resolution is not working properly.
If the initial SETUP checks do not uncover the problem you will see a catastrophic failure during the actual installation process. The error messages here can be less friendly. You will normally be told in which component or action the error occurred, and then it’s normal to see a hexadecimal error number (like 0xC0070430). If you see an error like this, try clicking on the ‘Retry’ button as there might be a transient error on either the local computer or network. For example, the error code I just gave you indicates that SETUP tried to install a service, but it already existed. You can get this error if you’re re-installing the server after an aborted attempt. If after pressing retry you’re still not making progress, then use the online Knowledge Base at http://support.microsoft.com to see if the error is known. A common error that you might see is 0xC03798A – this equates to an internal component failure. There are several knowledge base articles giving information as to when this error can occur and the necessary resolution.
You’re next step is to take a look at the progress log. This will exist in the root directory of your system partition. Both the Active Directory Connector SETUP and Exchange 2000 SETUP will create a progress log:
· ADC – Active Directory Connector Setup.log

· Exchange 2000 – Exchange Server Setup Progress.Log
Exchange 5.5 also created a progress log but its filename is different to those above. All progress log files are formatted in Unicode text, and they can be very large (over 1 megabyte), so it’s best to read them from a Windows 2000 machine. The logs themselves contain an extremely detailed list of all functions called and results from the SETUP process. Don’t expect to understand everything in these files as you would need the source code available to understand the function names! However, that said, you can get a fair idea as to why SETUP failed and it might provide a clue for you.
You should understand that progress logs are concatenated. This means that all SETUP attempts will be recorded in one long file, so it’s best to go to the end of the file and work backwards. You should also understand that SETUP errors can be either soft or hard, and you will see both in the logs. Soft errors will be ignored by the SETUP process, and you won’t see a visual indication of these in the user interface. Here’s a prime example of a soft error:

[14:31:15]  ScGetClusterSvcDir (K:\admin\src\libs\exsetup\exmisc.cxx:2306)

Error code 0XC0070424 (1060): The specified service does not exist as an           installed service.
SETUP is trying to access the shared cluster directory. Of course, if your machine is not in a cluster, you’d expect to see this error! After the soft errors, you should see a statement in the logs which indicate that these errors were ignored:

[14:31:15] === IGNORING PREVIOUS ERRORS ===     

CFileManager::ScAutoDetectDirectoryLocations     (K:\admin\src\udog\setupbase\tools\filemgr.cxx:463)

Quite interestingly, you can also see the filename and path to the source code in these errors. Of course, this is not a lot of good to you, but critical for Microsoft Product Support Services.
One of the most interesting sections of the progress log is this:

[14:32:34] Setup configuration information:

[14:32:34] This is a(n) Enterprise version of Microsoft Exchange 2000

[14:32:34] This is an evaluation copy of Microsoft Exchange 2000; it expires in 120 

   days

[14:32:34]      InstallSourceDir = Uninitialized

[14:32:34]        InstallDestDir = C:\Program Files\Exchsrvr

[14:32:34]            InetSrvDir = C:\WINNT\System32\inetsrv

[14:32:34]           System32Dir = C:\WINNT\System32

[14:32:34]           LocalServer = LABSRV02

[14:32:34]        SchemaMasterDC = LABSRV01

[14:32:34]                    DC = LABSRV02

[14:32:34]                Domain = extest.netlab.microsoft.com

[14:32:34]              DomainDN = /dc=com/dc=microsoft/dc=netlab/dc=extest

[14:32:34]         NetBIOSDomain = SUB

[14:32:34]               NT5Site = Default-First-Site-Name

[14:32:34]                   Org = MSFT

[14:32:34]             LegacyOrg = MSFT

[14:32:34]            AdminGroup = SITEA

[14:32:34]      LegacyAdminGroup = SITEA

[14:32:34] AdminGroupContainingRoutingGroup = SITEA

[14:32:34]          RoutingGroup = SITEA

[14:32:35] 55ServiceAccountLogin = Uninitialized

[14:32:35] PTAdministratorAccount = EXTEST\Administrator

[14:32:35] This is not a clustered machine
As you can see, a lot of useful information is embedded in this part of the log. Perhaps the most useful is to understand which DC the server is reading the Active Directory data from. You can also see the Schema Master here, so if you received an error saying that SETUP couldn’t contact the Schema Master, then you can find out its name and try to ping it.

You will find that product codenames and short names are use frequently in the logs. It can help if you understand some of these:
· 55 = Exchange Server 5.5

· Osmium = Exchange Server 5.5

· Oz = Exchange Server 5.5

· Pt = Exchange 2000

· Platinum = Exchange 2000

· PtOz = Mixed Exchange 5.5 and 2000 Site or Organization

· Udog = Exchange 2000 SETUP

· Underdog = Exchange 2000 SETUP

· Cartman = BackOffice SETUP program
Whether the installation process has been successful or unsuccessful, the last entry in the log will look similar to this – it indicates that the SETUP process is being removed from memory.

[16:03:46]  CComBOIFacesFactory::QueryInterface (K:\admin\src\udog\BO\bofactory.cxx:52)

            Error code 0X80004002 (16386): No interface.
I guess the main question that might be swimming around in your head is ‘how do I make sense of the information in the log files?’. There’s a lot of information in there, perhaps more than you need. Fortunately, there is a tool called ‘LogParser’ that can read the progress logs and present them to you in a friendlier format. This doesn’t mean that it translates errors, but what it will do is show you the individual installation attempts and will categorize the errors. For example, a log level of 0 will show you just the critical errors encountered by SETUP:
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If you really get stuck with a SETUP problem, looked through the knowledge base, and still can’t make any traction on the resolution, then it’s time to call Microsoft Product Support Services (PSS). However, because you’ve done some research, you’ll be able to relay your findings, which will cut down on the resolution time. It’s also likely that PSS will ask you for the progress logs, so be ready to send these in.

Knowledge Base Articles

As with all components within the product, it is impossible to cover all scenarios where you might install Exchange 2000, and account for errors that you might see. For this reason, I’ve included a list of knowledge base articles related to the technologies discussed in this chapter. You can access these online from http://support.microsoft.com 

Useful knowledge base articles for ADC SETUP

Q237434 - XADM: ADC Setup Causes Lsass.exe to Use 100 Percent CPU

Q253593 - XADM: Installation of ADC Does Not Work Because of Logon Failure

Q257888 - XADM: Error Message: No Site Name Is Available for This Machine

Q262212 - XADM: How to Set Up the ADC Connection Agreement

Useful knowledge base articles for Exchange 2000 SETUP
Q239762 - XADM: Exchange 2000 Services Run Under LocalSystem

Q251993 - XADM: Exchange 2000 Server Names Are Limited to 15-Characters

Q252486 - XADM: Removing the First Exchange 2000 Server from the Site

Q257415 - XADM: Running a Disaster Recovery Setup

Q258508 - XADM: Setup Options for Exchange 2000 Server

Q258967 - XADM: Setup Fails on a Member Server Because of DNS Settings

Q259036 - XADM: Exchange 2000 Server File Structure

Q260378 - XADM: How to Manually Remove an Exchange 2000 Installation

Q262068 - XADM: How to Set Up Exchange 2000

Q263272 - XADM: How to Set Up Exchange 2000 Server on a Windows Cluster   

Q264251 - XADM: Error Message 0XC103798A During KM Service Setup

Useful articles for Exchange 2000 SETUP – Installing into Exchange 5.5 Sites
Q237442 - XADM: Exchange 2000 Setup Cannot Locate an ADC

Q245597 - XADM: Exchange 2000 Setup Can't Cycle 5.5 Directory Service

Q258799 - XADM: Error 0xC103FC93 When Joining Exchange 2000 to 5.5 Site

Q272998 - XADM: Setup fails with 0XC103FC93 in Function ScFindLDAPPortNumb

Useful articles for Exchange 2000 SETUP – Upgrades from Exchange 5.5
Q255256 - XADM: Upgrade Fails When Exchange 5.5 LDAP Port Is Reconfigured

Q259712 - XADM: Upgrading to Exchange 2000--the Move Mailbox Method

Q264879 - XADM: Upgrading to Exchange 2000--the Move Mailbox Method

Q264309 - XADM: How to Roll Back a Failed Upgrade to Exchange 2000
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